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1	Decision/action requested
This contribution proposes to delete an EN
2	References
[1]	S3-214422
[2]	3GPP TS 33.535: " Authentication and Key Management for Applications (AKMA) based on 3GPP credentials in the 5G System (5GS)"
3	Rationale
[bookmark: _Hlk71144444]It was agreed in SA3 #105-e that in AKMA, AAnF provides UE ID (SUPI or GPSI) to the AF (see [1]). When AKMA is used for 5G MBS and per-UE authorization is required, the MBSTF can check whether the UE is authorized to receive the MBS service based on the received UE ID from AAnF. The authorization information can be locally stored at the MBSTF or implicitly indicated by AAnF providing the UE ID and KAF to the MBSTF. It is proposed to clarify the UE authorization aspect when AKMA is used and delete the related EN.
4	Detailed proposal
It is proposed that SA3 approve the below pCR for inclusion in the draftCR [1].

***** START OF CHANGES *****
[bookmark: _Hlk69716001]X.4.1.2	User-plane procedure
The UE registers to the MBS service and receives the MBS traffic as specified in TS 33.246 [xx] with the following changes. 
· MBSTF takes the role of the BM-SC in TS 33.246 [xx].
· The UE authenticates to the MBSTF based on the GBA as in MBMS security (see TS 33.246 [xx]) or based on the AKMA (see TS 33.535 [zz]). When the AKMA is used, the MRK is derived from the KAF as specified in Annex F of TS 33.246 [xx] by replacing the Ks_NAF for the GBA_ME run with KAF. Furthermore, when the AKMA is used, the MUK is set to KAF.
· When AKMA is used and per-UE authorization is required, the UE ID provided to the MBSTF by the AAnF shall be used for authorization of MBS service to the UE.
Editor’s Note: When the AKMA is used, how the MBSTF obtains the authorization information is FFS.
· 
***** END OF CHANGES *****

